Additional License Authorizations for HPE OneView Update Readiness Checker

Product Use Authorizations

This document provides Additional License Authorizations for HPE OneView Update Readiness Checker.

The OneView Update Readiness Checker is a stand-alone utility intended for customers of HPE OneView to evaluate the health of their OneView appliance for a set of known conditions before proceeding with lifecycle operations such as appliance update, failover and restore. The appliance health check utility is supported on Windows and Linux platforms and supports OneView 4.20 or greater.

Definitions

Capitalized terms not otherwise defined in this Additional License Authorizations document are defined in the governing Agreement.

<table>
<thead>
<tr>
<th>Term</th>
<th>Definition</th>
</tr>
</thead>
<tbody>
<tr>
<td>Copy</td>
<td>means one copy of HPE OneView that Customer may Use on a Physical Computer or a Virtual Machine as made available by HPE.</td>
</tr>
<tr>
<td>Internal Use</td>
<td>means access and Use of HPE OneView for purposes of supporting the internal operations or functions of Customer.</td>
</tr>
<tr>
<td>Use</td>
<td>means to install, store, load, execute and display one Copy of HPE OneView</td>
</tr>
</tbody>
</table>

Software Specific License Terms

Additional License Authorizations apply to use of the software in addition to licensing terms in your agreement with HPE or the End-User License Agreement accompanying the software. The terms of this Additional License Authorization shall govern delivery of the products described in this ALA and take precedence over any different terms in your agreement to the extent of a conflict.

Security Bulletin and Alert Policy for Non-HPE Owned Software Components

HPE addresses security bulletins for the software components listed in this ALA with the same level of support afforded HPE products. HPE is committed to reducing security defects and helping you mitigate the risks associated with security defects when they do occur.

HPE has a well-defined process when a security defect is found that culminates with the publication of a security bulletin. The security bulletin provides you with a high level description of the problem and explains how to mitigate the security defect.
Procedure for Subscribing to Security Bulletins

1. Open a browser to the HPE home page:
2. Click the Support & Drivers tab.
3. Click Sign up: driver, support, & security alerts, which appears under Additional Resources in the right navigation pane.
4. Select Business & IT Professionals to open the Subscriber's Choice web page.
5. Do one of the following:
   - Sign in if you are a registered customer.
   - Enter your email address to sign-up now. Select Driver and Support alerts and click Continue.

Open Source Software and the HPE Open Source Download Site

Open source software (such as OpenSSL) or third-party software (such as Java) are sometimes included in HPE products, including HPE OneView Update Readiness Checker. Table 1 below lists the open source software components and respective licenses included in HPE OneView Update Readiness Checker as of the date of this ALA.

In addition to the following open source licenses referenced and contained in this document, Customers may also obtain license information documents for certain Hewlett Packard Enterprise products and solutions that use open source software at [www.hpe.com/software/opensource](http://www.hpe.com/software/opensource).

Table 1  HPE OneView Update Readiness Checker Ancillary & Open Source Files:

<table>
<thead>
<tr>
<th>Open Source Component Name</th>
<th>Location / Maintainer URL</th>
<th>License (See Specific Open Source Software License Terms) for details</th>
</tr>
</thead>
<tbody>
<tr>
<td>Go-crypto</td>
<td><a href="https://go.googlesource.com/crypto/+/refs/heads/release-branch.go1.13">https://go.googlesource.com/crypto/+/refs/heads/release-branch.go1.13</a></td>
<td>BSD-3</td>
</tr>
<tr>
<td>golang</td>
<td><a href="https://dl.google.com/go/go1.13.5.linux-amd64.tar.gz">https://dl.google.com/go/go1.13.5.linux-amd64.tar.gz</a></td>
<td>BSD-3</td>
</tr>
</tbody>
</table>
Table 2 Specific Open Source Software License Terms

# BSD 3-Clause "New" or "Revised" License
# https://opensource.org/licenses/BSD-3-Clause

Copyright (c) <YEAR>, <OWNER>
All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the following conditions are met:

1. Redistributions of source code must retain the above copyright notice, this list of conditions and the following disclaimer.

2. Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the following disclaimer in the documentation and/or other materials provided with the distribution.

3. Neither the name of the copyright holder nor the names of its contributors may be used to endorse or promote products derived from this software without specific prior written permission.

THIS SOFTWARE IS PROVIDED BY THE COPYRIGHT HOLDERS AND CONTRIBUTORS "AS IS" AND ANY EXPRESS OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE COPYRIGHT HOLDER OR CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.